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## Securing Transactions

## Question

Mr. Nguyen sells expensive jewelry. He has an interesting idea for a business model. Each customer will have access to boxes with a combination lock. Once a person grabs a box he can set his own private combination lock. An open box can be closed by anyone, but only the owner knows the combination and can open it. The content of any open box sent between persons will be stolen.
You wish to buy an expensive gift for your significant other's birthday. This means money will have to be sent to Mr. Nguyen (who is honest and trustworthy) and the gift delivered to you. Transaction details, such as item, price etc. can be discussed by phone.
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How can we accomplish this?

## Discussion

This is exactly how business transactions are being conducted on the internet today, except that the boxes are virtual boxes. Closing a box is accomplished by encrypting the message. So while the message is traveling on the internet, being exposed to hackers and others, it is encrypted using a "key". Only the owner of the key knows how to open the box and retrieve its content.
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The question faced scientists was how to design a system with the following properties:
(1) A group of particpants can securely communicate with each other over an open system.
(2) How can anyone send a message to bob so no one except Bob will be able to understand the message.
(3) Can messages be "signed'?

## RSA Public Key System

## Discussion

Until the mid-70's encryptions were done using private keys. Two persons or institutions that needed to establish secure communications shared a private key they used for encryption.

The system worked quite well, except for one problem: how to share keys.

DES, (Data Encryption Standard) was a popular private key system that was widely used by many governments and institutions.

It was recently replaced by another system, AES (Advanced Encryption Standard).
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## Discussion

Until the mid-70's encryptions were done using private keys. Two persons or institutions that needed to establish secure communications shared a private key they used for encryption.

The system worked quite well, except for one problem: how to share keys.

DES, (Data Encryption Standard) was a popular private key system that was widely used by many governments and institutions.

It was recently replaced by another system, AES (Advanced Encryption Standard).
In 1976 Rivest, Shamir and Adelman proposed the public key cryptosystem: RSA.
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© To retrieve $M$, the owner of the key $(K, e)$ calculates: $E M^{d} \bmod K=M$.
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(1) T1: $G F(p)=\{0,1, \ldots, p-1\}$ is a field (addition and multiplication are done mod p )
(2) T2: $G F(p)$ has primitve elements. $\alpha \in G F(p)$ is primitive if $\left\{\alpha^{i} \mid i=0,1, \ldots p-2\right\}=\{0,1,2, \ldots, p-1\}$.
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(9) T4: A finite field has $p^{n}$ ( $p$ prime) elements and is unique upto isomorphism.
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## Chứng minh.

Since $G F(p)$ is a field for any $a \in G F(p) \quad\{a, 2 a, 3 a, \ldots,(p-1) a\}=\{1,2,3, \ldots, p-1\}$.
So $a \cdot 2 a \cdot 3 a \cdots(p-1) a=1 \cdot 2 \cdot 3 \cdots(p-1)$ $a^{p-1} \cdot \prod_{i=1}^{p-1} i=\prod_{i=1}^{p-1} i \bmod p \Rightarrow a^{p-1}=1 \bmod p$

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) 11 is prime, so $7^{10} \bmod 11=1$

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) -11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) - 11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) - 11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) - 11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) 11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.
$7^{341235} \bmod 31=7^{341220} 7^{15} \bmod 31=7^{15} \bmod 31$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) -11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.
$7^{341235} \bmod 31=7^{341220} 7^{15} \bmod 31=7^{15} \bmod 31$.
$7^{2} \bmod 31=18, \quad 7^{3} \bmod 31=7 \cdot 18 \bmod 31=$
$126 \bmod 31=2$

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) -11 is prime, so $7^{10} \bmod 11=1$ $7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.
$7^{341235} \bmod 31=7^{341220} 7^{15} \bmod 31=7^{15} \bmod 31$.
$7^{2} \bmod 31=18, \quad 7^{3} \bmod 31=7 \cdot 18 \bmod 31=$
$126 \bmod 31=2$
$7^{5} \bmod 31=7^{3} \cdot 7^{2} \bmod 31=1$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) 11 is prime, so $7^{10} \bmod 11=1$
$7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.
$7^{341235} \bmod 31=7^{341220} 7^{15} \bmod 31=7^{15} \bmod 31$.
$7^{2} \bmod 31=18, \quad 7^{3} \bmod 31=7 \cdot 18 \bmod 31=$
$126 \bmod 31=2$
$7^{5} \bmod 31=7^{3} \cdot 7^{2} \bmod 31=1$.
So if $x=7^{341235}$ then we have:
$x \bmod 11=10, x \bmod 31=1$.

Fermat's theorem can be applied to simplify some intimidating looking computations:

## Example

- (1) Calculate $7^{341235} \bmod 11$.
(2) 11 is prime, so $7^{10} \bmod 11=1$
$7^{341235} \bmod 11=\left(7^{10}\right)^{34123} \cdot 7^{5} \bmod 11=7^{5} \bmod 11=10$
(3) Calculate $7^{341235} \bmod 341$.
(4) $-341=31 \cdot 11, \quad 7^{341235} \bmod 11=10$.
$7^{341235} \bmod 31=7^{341220} 7^{15} \bmod 31=7^{15} \bmod 31$.
$7^{2} \bmod 31=18, \quad 7^{3} \bmod 31=7 \cdot 18 \bmod 31=$
$126 \bmod 31=2$
$7^{5} \bmod 31=7^{3} \cdot 7^{2} \bmod 31=1$.
So if $x=7^{341235}$ then we have:
$x \bmod 11=10, x \bmod 31=1$.
We can now use the Chinese Reaminder Theorem and get: $7^{341235} \bmod 341=32$.

Fermat's theorem can be used to test whether an integer is composite (not prime).

Fermat's theorem can be used to test whether an integer is composite (not prime).

Given an integer $n$, if $a^{n-1} \bmod n \neq 1, a<n$ then $n$ is composite.

Fermat's theorem can be used to test whether an integer is composite (not prime).
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But what if $a^{n-1}=1$ ?
For example: $2^{340} \bmod 341=1$ but $341=11 \cdot 31$
$a^{1728} \bmod 1729=1 \forall a$ relatively prime to 1729 .
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(2) But $3^{340} \bmod 341=56$ proves that 341 is composite.
(3) On the other hand, if $\operatorname{gcd}(a, 1729)=1$ then $a^{1728} \bmod 1729=1$.
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So Fermat's theorem is not a good test for primality. We need a better test.

## Theorem (Miller-Rabin Test)

Let $N$ be an integer, $N-1=2^{m} \cdot(2 k+1)$.
An integer $n$ is NOT a "composite-witness" for $N$ if:
(1) For some $1 \leq i \leq m, \quad n^{(2 k+1) 2^{i}} \bmod N=-1$.
(2) $\operatorname{Or} n^{(2 k+1) 2^{i}} \bmod N=1$ and $n^{2 k+1} \bmod N=1$

In other words, the test fails to prove that $N$ is composite.

## Miller-Rabin Test

## Chứng minh.

If $p$ is prime then by Fermat's theorem $a^{p-1} \bmod p=1$.
So $a^{(p-1) / 2} \bmod p=\sqrt{1}= \pm 1$.
If $a^{(p-1) / 2} \bmod p=-1$ then the test stops. In other words, it will not say that $p$ is composite.
If $a^{(p-1) / 2} \bmod p=1$ then we calculate $a^{(p-1) / 4} \bmod p= \pm 1$
We continue until we reach $a^{2 k+1} \bmod p$
We skip the important part of the proof. They proved that if $N$ is composite then more than $50 \%$ of the integers $a<N$ will be composite-witnesses. In other words, to test whether an integer $p$ is prime, we randomly select say 100 integers $a<p$ and apply to them the Miller-Rabin test. If the test fails, we assume that $p$ is a prime number. The probabilty that we made a mistake, that is decided that $p$ is prime while in fact it is not, is less then $\left(\frac{1}{2}\right)^{100}$.
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(1) 1729 is a composite integer. Indeed $1728=2^{6} \cdot 3^{3}$ and $3^{1728 / 2^{i}} \bmod 1729=1$ but $3^{1728 / 64} \bmod 1729=664$ proving that 1729 is composite.
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## Example

(1) 1729 is a composite integer. Indeed $1728=2^{6} \cdot 3^{3}$ and $3^{1728 / 2^{i}} \bmod 1729=1$ but $3^{1728 / 64} \bmod 1729=664$ proving that 1729 is composite.
(2) $c=9746347772161$ is a Carmichael number.
(3) $3^{9746347772160} \bmod 9746347772161=1$.
(4) $3^{9746347772160 / 2} \bmod 9746347772161=1$, no decission.

So we continue.
(5) $3^{9746347772160 / 4} \bmod 9746347772161=4485448662696$ proving that $c$ is composite.
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- Are all large primes safe?
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(1) Calculate $n^{\frac{p-1}{2}} \bmod p= \pm 1$ (use one of the powermod functions).
(2) If $n^{\frac{p-1}{2}} \bmod p=-1$ stop! $n$ is not a quadratic residue.
(3) Let $p-1=2^{m}(2 k+1)$.
(9) Note: $n^{\frac{p-1}{4}} \bmod p= \pm 1$. Repeat calculating $n^{\frac{p-1}{2}}$ until you get -1 or $n^{2 k+1} \bmod p=1$
(3) If $n^{\frac{p-1}{2}}=-1$ then find a non-quadratic residue $\beta$ that is $\beta^{\frac{p-1}{2}} \bmod p=-1$ (easy, just try a few numbers).
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(1) Calculate $n^{\frac{p-1}{2}} \bmod p= \pm 1$ (use one of the powermod functions).
(2) If $n^{\frac{p-1}{2}} \bmod p=-1$ stop! $n$ is not a quadratic residue.
(3) Let $p-1=2^{m}(2 k+1)$.
(9) Note: $n^{\frac{p-1}{4}} \bmod p= \pm 1$. Repeat calculating $n^{\frac{p-1}{2}}$ until you get -1 or $n^{2 k+1} \bmod p=1$
(3) If $n^{\frac{p-1}{2}}=-1$ then find a non-quadratic residue $\beta$ that is $\beta^{\frac{p-1}{2}} \bmod p=-1$ (easy, just try a few numbers).
( $n^{\frac{p-1}{2}} \beta^{\frac{p-1}{2}} \bmod p=1$
(3) Calculate: $n^{\frac{p-1}{2+1}} \beta^{\frac{p-1}{4}} \bmod p= \pm 1$
(8) Repeat the same process ubtil you reach $n^{2 k+1} \beta^{2 s} \bmod p=1$
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- (1) $p=3 \bmod 4$.
(2) This is a very easy case as

$$
\frac{p-1}{2}=2 k+1, \quad n^{2 k+1} \bmod p=1 \text { so } \sqrt{n} \bmod p=n^{k+1} .
$$

(3) - Let $p=337639$.
$71^{168819} \bmod 337639=1$ ( 71 is a quadratic residue mod 337639).
$71^{168820 / 2} \bmod 337639=234428$.
$234428^{2} \bmod 337639=71$.
So $\sqrt{71} \bmod 337639=234428$.
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(1) $p=2701297, p-1=2^{4} \cdot 3^{3} \cdot 13^{2} \cdot 37$.
(2) $71^{(p-1) / 2}=2701296$ so 71 is not a quadratic residue mod p.
(3) 75 is a quadratic residue.
(c) $75^{(p-1) / 4} \bmod p=2701296=-1$.
(3) $71^{(p-1) / 2} \bmod p=-1 \Rightarrow 75^{(p-1) / 4} 71^{(p-1) / 2} \bmod p=1$
(0) $75^{(p-1) / 871^{(p-1) / 4} \bmod p=-1 \Rightarrow}$

(1) $p=2701297, p-1=2^{4} \cdot 3^{3} \cdot 13^{2} \cdot 37$.
(2) $71^{(p-1) / 2}=2701296$ so 71 is not a quadratic residue mod p.
(3) 75 is a quadratic residue.
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(1) $p=2701297, p-1=2^{4} \cdot 3^{3} \cdot 13^{2} \cdot 37$.
(2) $71^{(p-1) / 2}=2701296$ so 71 is not a quadratic residue mod p.
(3) 75 is a quadratic residue.
(4) $75^{(p-1) / 4} \bmod p=2701296=-1$.
(5) $71^{(p-1) / 2} \bmod p=-1 \Rightarrow 75^{(p-1) / 4} 71^{(p-1) / 2} \bmod p=1$
(6) $75^{(p-1) / 871^{(p-1) / 4} \bmod p=-1 \Rightarrow}$ $75^{(p-1) / 871^{3(p-1) / 4} \bmod p=1 .}$
(7) $75^{(p-1) / 16} 71^{3(p-1) / 8}=75^{168331} 71^{1012986} \bmod p=1$
(8) $\sqrt{75} \bmod p=75^{168332 / 2} 71^{1012986 / 2} \bmod p=2309891$
(1) $p=2701297, p-1=2^{4} \cdot 3^{3} \cdot 13^{2} \cdot 37$.
(2) $71^{(p-1) / 2}=2701296$ so 71 is not a quadratic residue mod p.
(3) 75 is a quadratic residue.
(4) $75^{(p-1) / 4} \bmod p=2701296=-1$.
(5) $71^{(p-1) / 2} \bmod p=-1 \Rightarrow 75^{(p-1) / 4} 71^{(p-1) / 2} \bmod p=1$
(6) $75^{(p-1) / 871^{(p-1) / 4} \bmod p=-1 \Rightarrow}$ $75^{(p-1) / 871^{3(p-1) / 4} \bmod p=1 .}$
(7) $75^{(p-1) / 16} 71^{3(p-1) / 8}=75^{168331} 71^{1012986} \bmod p=1$
(8) $\sqrt{75} \bmod p=75^{168332 / 2} 71^{1012986 / 2} \bmod p=2309891$
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(1) $p=2701297, p-1=2^{4} \cdot 3^{3} \cdot 13^{2} \cdot 37$.
(2) $71^{(p-1) / 2}=2701296$ so 71 is not a quadratic residue mod p.
(3) 75 is a quadratic residue.
(4) $75^{(p-1) / 4} \bmod p=2701296=-1$.
(5) $71^{(p-1) / 2} \bmod p=-1 \Rightarrow 75^{(p-1) / 4} 71^{(p-1) / 2} \bmod p=1$
(6) $75^{(p-1) / 871^{(p-1) / 4} \bmod p=-1 \Rightarrow}$ $75^{(p-1) / 871} 1^{3(p-1) / 4} \bmod p=1$.
(7) $75^{(p-1) / 16} 71^{3(p-1) / 8}=75^{168331} 71^{1012986} \bmod p=1$
(8) $\sqrt{75} \bmod p=75^{168332 / 2} 71^{1012986 / 2} \bmod p=2309891$
(2) Verify: $2309891^{2} \bmod p=75$.
(10) We can verify it in yet another way. $75=25 \cdot 3$. This means that $\sqrt{3} \bmod p=2309891 / 5$. Indeed $5^{-1} \bmod p=1080519$ and $1080519 \cdot 2309891 \bmod p=$ 1542497 and $1542497^{2} \bmod p=3$.

