## Factoring

Ngày 14 tháng 12 năm 2011

## Factoring

## Question

How difficult is factoring? Conceptually, this is a very simple operation. To factor an integer $n$ just test whether a prime $p<n$ divides $n$. All we have to do is test the primes $p<\lfloor\sqrt{n}\rfloor$.
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## Question

So how safe is our reliance on factoring for our cryptosystems?
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## Theorem
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## Chứng minh.

Chứng minh.
(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.

Chứng minh.
(1) $p, q$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).

Chứng minh.
(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$

## Chứng minh.

(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.

## Chứng minh.

(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.
(5) Claim: $( \pm a p x \pm b q x)^{2}=k \bmod p q$
(Note: these are four distinct numbers).

## Chứng minh.

(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.
(5) Claim: $( \pm a p x \pm b q x)^{2}=k \bmod p q$
(Note: these are four distinct numbers).

- $(a p x-b q x)^{2} \bmod p=(b q x)^{2} \bmod p=(a p x+b q x)^{2} \bmod p=$ $x^{2} \bmod p=k$


## Chứng minh.

(1) $p, q$ are distinct primes so $G C D(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.
(5) Claim: $( \pm a p x \pm b q x)^{2}=k \bmod p q$
(Note: these are four distinct numbers).

- $(a p x-b q x)^{2} \bmod p=(b q x)^{2} \bmod p=(a p x+b q x)^{2} \bmod p=$ $x^{2} \bmod p=k$
- Similarly, $(a p x-b q x)^{2} \bmod q=k$


## Chứng minh.

(1) $\mathrm{p}, \mathrm{q}$ are distinct primes so $\operatorname{GCD}(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.
(5) Claim: $( \pm a p x \pm b q x)^{2}=k \bmod p q$
(Note: these are four distinct numbers).

- $(a p x-b q x)^{2} \bmod p=(b q x)^{2} \bmod p=(a p x+b q x)^{2} \bmod p=$ $x^{2} \bmod p=k$
- Similarly, $(a p x-b q x)^{2} \bmod q=k$
- By the Chinese Reamainder Theorem $(a p x-b q x)^{2} \bmod p q=k$.


## Chứng minh.

(1) $p, q$ are distinct primes so $G C D(p, q)=1$.
(2) Let $a p+b q=1$ (Extended GCD).
(3) Let $k$ be a quadratic residue $\bmod p \cdot q$ that is $k=x^{2}+m \cdot p \cdot q$
(4) $k \bmod p=x^{2} \bmod p, \quad k \bmod q=x^{2} \bmod q$.
(5) Claim: $( \pm a p x \pm b q x)^{2}=k \bmod p q$
(Note: these are four distinct numbers).

- $(a p x-b q x)^{2} \bmod p=(b q x)^{2} \bmod p=(a p x+b q x)^{2} \bmod p=$ $x^{2} \bmod p=k$
- Similarly, $(a p x-b q x)^{2} \bmod q=k$
- By the Chinese Reamainder Theorem $(a p x-b q x)^{2} \bmod p q=k$.
- The proof for the other three numbers is the same.
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## Question

So what can be done with this information?
Can it be used to factor the key?
Any other uses?
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## Comment

Finding $\sqrt{n} \bmod p q$ is as hard as factoring.
Indeed, assume you know how to calculate the four square roots of an integer $n \bmod p q$, (note that if $n$ is not relatively prime to $p q$ then $\operatorname{gcd}(n, p q)=p$ or $q)$.

This means that you have
$a^{2}=b^{2} \bmod p q$ or $a^{2}-b^{2}=(a-b)(a+b)=c \cdot p q$.
Then with very high probability $\operatorname{gcd}(a-b, p q)$ or $\operatorname{gcd}(a+b, p q)$ will be por q.
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4553496434179608203397220101976502751733
and the key has been factored.
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About $\sqrt{\text { key. while this is still a huge number it points to the possibility }}$ that maybe some yet undiscovered idea may lead to a faster factoring computation.
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## Answer

Genrate a sequence $x_{n}$ of numbers such that two numbers $x_{n} \neq x_{j}$ are such that $x_{n}^{2} \bmod k=x_{j}^{2} \bmod k$. Note that such numbers exist as each quadratic residue which is relatively prime to $k$ has four distinct square root $\bmod k$. For instace, we let $x_{1}=1, x_{n+1}=x_{n}^{2}+1 \bmod k$. How do we keep track of the numbers in the sequence to find such a pair?
If for some integers $j, n x_{n}=x_{n+j}$ then there is an integer $s$ for which $x_{s}=x_{2 s}$.
This means that all we have to do is just track the pairs $\left\{x_{n}, x_{2 n}\right\}$. We do not have to keep any other parts of the sequence in memory.

```
Example
Assume }\mp@subsup{x}{17}{}=\mp@subsup{x}{40}{}\mathrm{ then }\mp@subsup{x}{19}{}=\mp@subsup{x}{42}{},\mp@subsup{x}{21}{}=\mp@subsup{x}{44}{},\ldots,\mp@subsup{x}{23}{}=\mp@subsup{x}{46}{}\mathrm{ .
```
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The concept of Zero Knowledge Proof was introduced recently. The idea is to build a system by which I can prove to you that I know something while you will not be able to use it or learn anything you did not know before.

Assume that you open a bank account. To create a password, you give the bank a "key", an integer $k=p \cdot q$ where $p, q$ are large prime numbers and $p, q$ mod $4=3$. You keep $p$ and $q$ secretely and securely. Everyone else may know or intercept your key.
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While everyone knows the calculations involved, and may be able to intercept the message $m$, may know the key, they will not be able to calculate $\sqrt{m}$ mod key unless they can factor the key.

You on the other hand, knowing $p$ and $q$ can calculate $\sqrt{m}$ mod key, but there are 4 disitnct square roots. Which one did the bank use? Furtheremore, if you send a different square root than the one used by the bank, someone at the bank will be able to factor your key.
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